
Conditions of use for CEDA System login accounts

I will not undertake any illegal activity or copy any offensive material on to CEDA machines.

I will only login to CEDA servers via SSH using a Public/Private key pair having provided my public key to CEDA.

I will ensure that my SSH private key is protected by a password (see Instructions on how to generate a password protected key).

I will take every reasonable precaution to ensure that my account is not used by another person.

I will not access, or facilitate access to, any datasets visible on the VM that I do not have permission to access (via the CEDA
catalogue).

For CEMS accounts, I agree that my contact details may be shared with other CEMS partner organisations for the purposes of user
support.


